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What is considered a risk?

Risk is defined as any potential event that might
affect the entity’s achievement of its strategy
and objectives either positively or negativly.
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Identifying potential risks.

By transferring risks to a third party (such as insurance companies)
and paying a fee in exchange of tolerating these risks.
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Classifying and analyzing risks
to reduce their effects.
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Leveraging available
opportunities.
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Organizational Risk Management

Divides risks into two levels:
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Risks which arise from basic decisions taken by the
board of directors or chief officer in relation to the
objectives of the entity, and affect the entity’s
achievement of its objectives.
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Risks which are related to the internal resources,
systems, operations and employees of the entity. These
risks are managed directly by the operational
departments and the Risk Management Committee, and
affect the functional level of a specific activity (such as
financial, compliance, operational and governance risks).

Sources of Risks

Risks are identified and classified based on their source:
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External Risks
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Internal Risks
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Risks which can be managed through procedures,
regulations and treatment plans applied by the entity,
such as fraud, data and information security risks.

The sudden external events and occurances which

have a high impact on the entity, on which the entity

does not have full control, including economic risks,

such as economic stagnation, and natural hazards,
such as earthquakes.
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Objectives of Risk Management
Within the Entity

LaJ B el (sidl Dlanll ablg rogd yighl

JWieVl s AAU dudgould wiylpd dclin
-m l . ml - l - - -.. K -m 'Ig ai um - 'I

Jijall (sue aidi)iodl yoyallg cabaaill

Developing a clear understanding of the
events to which the entity is exposed and
result in potential risks.

Making inclusive decisions which take into
account the challenges and opportunities
arising from each decision.
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Including risk management in important
activities, functions, and decision-making
within the entity.

Continuously encouraging to adopt the
culture of risk management and promote
awareness of its importance.
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Stages of Risk Management
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1. Identifying Risks
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5. Monitoring Regularly
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3. Assessing Risks
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By recognizing significant
risks occurring within the
work environment.

By including both the
impact and potentiality of
each risk.

By ensuring the correct management of
risks from stage one (Identifying Risks) to
stage four (Responding to Risks).
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2. Analyzing Risks
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4. Responding to Risks
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By classifying risks and
identifying its sources and
root causes.

Including means and
methods to manage risks.
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During the risk assessment stage,
risks are divided into two types:

Inherent Risks
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Risks related to and inherent in the asset itself,
hence the high probability of risk occurance and
impact prior to taking any actions by the entity’s
management (regulatory controls and risk
management methods) which play a role in the
entity not achieving its objectives.
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Residual Risks

The degree of remaining effect of the risk after taking
all possible measures by the entity’s management to
address and minimize its impact.
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Responding to Risks and
Risk Mitigation Plans

Which are determined based on the following strategic approaches of the entity:
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In case in which the entity is
unable to treat risks unless
by avoiding the causes of
these risks.
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By implementing regulatory
controls to decrease the
impact and potentiality of
risks on the entity, and
maintain risks within
acceptable and approved
levels.
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Responsibilities of Operational Departments in Risk Management
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Proactively preparing reports for the Risk Management Unit

regarding rising risks within the department, if any, and initiating
treatment plans after assessing and analyzing these risks.
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Implementing the Annual Risk Plan within their

departments in cooperation with the Risk
Management Unit.
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Reassessing risks after implementing treatment plans and

specialized training programs held by the Risk Management
Unit, and adopting the culture of risk management.
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Managing risks as part of their responsibility, and providing the
Risk Management Unit in the entity with updates of risk
registers and the current Risk Acceptance Framework.
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Approving the department’s risk registers and

escalating any highly-significant risks to the
appropriate management level.

Duties of the Risk Management Unit Jblaodl dylal» 6aag rolgo

Developing a clear understanding of the events to which
the entity is exposed that might pose a potential risk.
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Raising awareness of the entity’s employees regarding
risks and how to manage them.
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Coordinating with other departments on responding to
risks effectively, and implementing appropriate treatment
plans while following-up with rising risks.
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Implementing approved risk policies and procedures by the
entity, following-up on the excution of risk treatment plans,
and assessing risks, their impact and potentiality: in
cooperation with other departments.
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The Role of Risk Management in the
Financial Control Transformation

An effective Risk Management supports its entity during the Financial Control Transformation through:
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Raising the entity’s awareness of the
opportunities and challenges it may face
during work in order to seize opportunities
and avoid challenges, which in turn leads to
protecting the existential value of the entity.
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Simplyfying  the  Risk  Management

Framework, raising awareness of the

consequences of risks that fall within the

responsibilities of related parties in the entity,

and enhancing the mechanisms for risk
management.

Encouraging a culture of participation, job

loyalty and empowerment to provide a clear,

specific, fair and objective environment for
accountability.
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Aligning between the entity's practices in managing risks and the mechanisms for continuous performance evaluation in order to modify risk
treatment plans accordingly to help achieve objectives of the entity.
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